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1.1 The purpose of this circular is to assist schools in establishing and maintaining record 

systems that support effective child protection practice. It provides a framework for the 

management of the recording, storage, retention and destruction of both manual and electronic 

records, where they relate to child welfare concerns and applies to all pupils registered at 

school or attending an EOTAS facility. 

 

1.2 This circular replaces records management guidance included in DE Circular 2016/20 

“Child Protection: Record Keeping in Schools” and should be read in conjunction with:  

 

 DE Circular 2017/04 “Safeguarding and Child Protection in Schools – A Guide for Schools”; 

 DE Circular 2015/13 “Dealing with Allegations of Abuse Against a Member of Staff”; and 

 The school’s own Child Protection and Records Management policies.  

 

1.3 The EA’s Child Protection Support Service (CPSS) is on hand to offer support and advice 
on any issue regarding child protection, including how and what to record. They can be 
contacted on the helpline number 028 9598 5590 which operates from Monday to Friday.  
 
 

 

 

 

 

 

2.1 This guidance also applies where schools are using either electronic, or online/cloud-based 

child protection record systems, examples include MyConcern and CPOMS. Schools must 

assure themselves that any system they are using is robust, secure and that access is 

restricted to relevant staff only, for example the Principal, Designated Teacher (DT) and 

Deputy Designated Teacher (DDT).  

 

2.2 Additionally, if records are held on PCs/laptops they should not be held on computers to 

which other members of staff or pupils can have free access to, including SIMS.net, rather they 

should be held securely with appropriate password protections. This applies also to portable 

memory devices. If records are held on C2K it should be within the private folders Principals 

have access to, and these can be allocated and restricted for use by relevant staff.   

 

2.3 The Education and Training Inspectorate (ETI) will continue to seek assurance on 

inspection that the recording systems are robust, secure and access is restricted.  

 

Section 1: Purpose and Scope  

Section 2: Electronic and Online/Cloud-Based Child Protection Record Systems  
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3.1 Accurate recording of concerns and action taken is essential in helping schools identify 

causes for concern at an early stage and to help schools monitor and manage its safeguarding 

practices. School staff should be aware of the need to record and report any child protection 

concerns and the appropriate procedures to be followed. 

 

3.2 Each school has a responsibility to maintain its records and record keeping systems. The 

Board of Governors (BoG) should ensure that the arrangements operated by the school for the 

retention, management and release of public records comply with statutory requirements, 

including data protection legislation, most recently the new Data Protection Act 2018 (DPA) 

including the General Data Protection Regulation (GDPR). A list of relevant legislation and 

guidance is attached at Annexes A and B for ease of reference.  

 

3.3 GDPR provides a legal framework for keeping everyone’s personal data safe by requiring 

organisations to have robust processes in place for handling and storing personal information 

based on the following principles: 

 

 Processed lawfully, fairly and in a transparent manner; 

 Collected for specified, explicit and legitimate purposes; 

 Adequate, relevant and limited to what is necessary; 

 Accurate and where necessary kept up to date; 

 Kept in a form which permits identification of data subjects for no longer than is 

necessary for the purposes for which those data are processed; and 

 Processed in a manner that ensures appropriate security of personal data.  

 

 

3.4 Further information on records management can be found in section 23 of the Guide for 

School Governors on the DE website at the link below and the Information Manager in the EA 

may also provide assistance.  

 

https://www.education-ni.gov.uk/publications/guide-governor-roles-and-responsibilities 

 

3.5 It is also good practice for a school to include specific Child Protection Records within their 

Records Management Policy, or to develop a separate Child Protection Records Management 

Policy in line with this circular. 

 

Section 3: Requirement to Keep Pupil Records 

https://www.education-ni.gov.uk/publications/guide-governor-roles-and-responsibilities
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3.6 Professional judgement will be required in assessing a concern and deciding when to 

commence a ‘child protection record’.  Child abuse includes: 

 

 neglect; 

 physical abuse; 

 sexual abuse; 

 emotional or psychological abuse; 

 exploitation (including sexual); 

 domestic and sexual violence; 

 female genital mutilation; 

 children who display harmful sexualised behaviour; and 

 honour based violence/forced marriage.  

 

However, a child protection record might be commenced if there is evidence of a 

safeguarding risk of, for example, self-harm, suicidal ideation or other behaviours that 

cause concern. 

 

Further detail on categories of child abuse is available in the DOH Co-operating to Safeguard 

Children and Young People in Northern Ireland (August 2017) at:    

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-

northern-ireland 

 

3.7 Schools must also ensure that volunteers, for example, coaches, music tutors, school 

photographers who are employed by others, have the necessary clearances in place and a 

record of these should be maintained by the Principal. 

 

 

 

 

4.1 It is essential that an accurate record of all cases of potential child abuse is maintained 

detailing all actions taken.   

 

Note of Concern  

 

4.2 Any member of staff, teaching or support staff, who has a concern about the welfare or 

safety of a child or young person should complete a Note of Concern Proforma (see Annex 

D). Notes must be made as soon as possible after the incident to ensure an expedient 

Section 4: Recording of Child Protection Information 

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
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response, and certainly within 24 hours1, to maintain the accuracy and content of the report. 

For some children a one-off serious incident or concern may occur and staff will have no doubt 

that this must be immediately recorded and reported. More often, however, it is the 

accumulation of a number of small incidents, events or observations that can provide the 

evidence of harm being caused to a child. 

 

4.3 The staff member should report the concern to the DT for Child Protection immediately if 

the concern is of a serious nature, as the DT may be aware of other circumstances which 

would influence steps to be taken. The Note of Concern and any further details discussed, or 

action taken should be placed on the pupil’s Child Protection File, either in hard copy or 

electronically and should be signed and dated by both parties to confirm the information is 

accurate. 

 

Understanding the Needs of Children in Northern Ireland (UNOCINI)  

 

4.4 The UNOCINI is a framework to support professionals in assessment and planning to 

better meet the needs of children and their families. It enables practitioners and their agencies 

to communicate their concerns about children using a common format, language and 

understanding of the levels of need, concern or risk for all children across Northern Ireland.  

Further details regarding the UNOCINI threshold of need can be accessed via the following 

link: https://www.proceduresonline.com/sbni/p_unocini.html 

 

4.5 The UNOCINI assessment framework is intended to be used by all professionals working 

with children as a tool to help them identify the needs of children at an early stage. UNOCINI 

guidance includes information about when and how to refer a child to Children’s Social 

Services. 

 

4.6 The UNOCINI referral form will be completed whenever staff have to refer a child or young 

person to Children’s Social Services for support, safeguarding or a fuller assessment of a 

child’s needs. 

 

4.7 If there are concerns that a child may be suffering, or at risk of suffering significant harm, 

then an urgent referral to Children’s Social Services through the local Gateway Service must 

be made. When making an urgent referral by telephone, the Duty Social Worker will advise 

you that you will be required to confirm your referral in writing on a UNOCINI referral form 

within 24 hours. For further detailed guidance please refer to the Safeguarding Board for 

Northern Ireland (SBNI) Procedures Manual https://www.proceduresonline.com/sbni/. 

                                                 
1 The seriousness of the concern will dictate speed of response.  In some instances immediate reporting will be necessary, to ensure 

appropriate action is taken. 

 

https://www.proceduresonline.com/sbni/p_unocini.html
https://www.proceduresonline.com/sbni/
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4.8 Non-urgent referrals i.e. child in need/ family support referrals also should be made in 

writing using the UNOCINI Referral form.   

 

4.9 Please remember that the consent of the parent/carers and/or the young person (if they 

are competent to give this) must normally be given prior to a referral.  An exception can be 

made when it is considered that a child is in need of safeguarding and to try and gain consent 

may increase the risk to a child or young person. Decisions taken with regard to consent, 

including when consent is not forthcoming or is not sought to protect the child, must always be 

clearly recorded by the DT and be placed on the pupil’s child protection file. 

 

More detailed guidance and UNOCINI referral forms can be found at:   

 

https://www.eani.org.uk/node/4777 

 

Further guidance can be found on the Department of Health website at: https://www.health-

ni.gov.uk/publications/understanding-needs-children-northern-ireland-unocini-guidance 

 

 

Child Protection File  

 

4.10 The DT should store each Note of Concern and copy of UNOCINI documents in the 

child’s Child Protection File, either in hard copy or electronically and supplement it with all 

other records created and acquired as the management of the concern progresses. A Child 

Protection File is separate to the School Pupil/ Educational Record and must be stored 

securely.  

 

4.11 The Child Protection File should contain: 

 Chronology of events/ action taken; 

 All records of concern;  

 Any notes initially recorded which should be kept securely with the child protection file; 

 Records of discussions and telephone calls (with colleagues, parents and children/young 

people and other agencies or services); 

 Correspondence with other organisations - sent and received;  

 Referral forms – both for support and/or specialist services (irrespective of outcome); 

 Formal plans linked to the child e.g. child protection plan, child in need plan; 

 Risk assessments; 

 Risk Management Plans/ Individual Safety and Support Plans; 

 School reports to interagency meetings and conferences; 

https://www.eani.org.uk/node/4777
https://www.health-ni.gov.uk/publications/understanding-needs-children-northern-ireland-unocini-guidance
https://www.health-ni.gov.uk/publications/understanding-needs-children-northern-ireland-unocini-guidance
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 Minutes of interagency meetings e.g. child in need, strategy, child protection conference; 

and 

 Any other relevant notes/ papers. 

 

4.12 Relevant and accurate records are essential to inform effective decision making and 

assist in the sharing of appropriate information.  They should contain factual information or 

be clearly specified as unsubstantiated and should include all relevant information even if it 

appears contradictory.  

 

4.13 Any significant event or change which has an impact on the child’s welfare must be 

included in the Child Protection File, and noted on the chronology of events/ action taken, even 

if it seems to be contradictory. As a guideline, although not exhaustive, the following may be 

relevant:  

 

 Change of circumstances: changes of carer, address, legal status, school, family 

circumstances and household composition;  

 Issues for the child: physical or mental health issues, incidents of abuse, losses, 

developmental issues, incidents of running away/going missing, incidents of bullying, 

offending or police involvement;  

 Family issues: changes in family composition, loss and separation, domestic violence, 

financial or housing problems, physical or mental health, substance misuse, 

homelessness, imprisonment, victimisation; and  

 Professional involvement: involvement of other agencies including Social Services, 

referrals made, assessments, significant decisions or interventions. 

 

4.14 Any decisions made must be recorded together with reasons for the agreed action. This 

will be vital to any future processes, such as retrospective or historical allegations and Case 

Management Reviews. It is vitally important to record all relevant details, regardless of whether 

or not the concerns are shared with either the police or social services. 

 

4.15 When Social Services inform the school that a child’s name has been placed on the 

Health and Social Care (HSC) Trusts’ Child Protection Register (CPR), the school must 

maintain a record of this fact and associated documentation from Social Services on the child’s 

Child Protection file.  See sections 5 - 8 for further details on storage, sharing, transfer and 

retention of this information. 
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Allegations Against School Staff 

 

4.16 Where an allegation is made about possible abuse by a member of staff of the school, the 

procedures set out in DE Circular 2015/13 should be followed. 

 

4.17 As set out in Circular 2015/13, all allegations of a child abuse nature must be recorded in 

the Record of Child Abuse Complaints book2, which must be retained securely (see paragraph 

5.1).  A record of this, signed and dated by the Principal should be placed on the relevant 

pupil’s Child Protection File. 

 

4.18 It is important that all allegations are recorded to ensure a school can monitor allegations 

made and identify causes or patterns of concern at an early stage. It is also important that BoG 

are fully informed of all complaints to ensure they are complying with their statutory 

responsibilities under the Education and Libraries (NI) Order 2003. 

 

4.19 These records should be signed and dated by the Principal. If the Principal is the subject 

of the concern, as per the Circular 2015/13, the allegation should be reported immediately to 

the Chair of the BoG, Deputy Chairperson, Designated Governor for Child Protection and the 

person appointed to be the Lead Individual. As noted above the record should be retained in 

the school on the child’s Child Protection File and also the file of the member of staff 

concerned. 

 

4.20 If, on foot of a subsequent investigation by one of the investigating agencies, the member 

of staff concerned is totally exonerated: 

 

 the record on the staff member’s file must be expunged and they should be notified that 

this has been completed; 

 the entry in the Record of Child Abuse Complaints struck through with an explanation 

entered; and 

 the record on the child’s file should be noted with the outcome of the investigation, and 

should stand until the child’s date of birth  +30 years. 

 

4.21 Given the number of recent historical allegations, unless the member of staff concerned is 

totally exonerated, the record should be retained indefinitely3. If closure or an amalgamation 

of an educational establishment occurs or when a member of staff retires, leaves or changes 

post, advice should be sought from the relevant Employing Authority and/or the Information 

Commissioner’s Office (ICO). 

                                                 
2 All schools should retain a Record of Child Abuse Complaints to record allegations against a member of staff. 
3 More information on retention periods can be found in Section 8. 
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5.1 Child Protection information is confidential and should not be kept on the child’s Pupil/ 

Educational Record. Each school should have a separate secure confidential filing system for 

Child Protection concerns, ideally in a fireproof filing cabinet for physical records, or securely in 

an electronic or online/cloud based system with restricted access and appropriate password 

protections. Other child protection records, including the school’s confidential Record of Child 

Abuse Complaints should also be stored here. The filing system, whether physical or 

electronic, should be accessible to only the DT, DDT or Principal. The secure filing cabinet for 

physical records or secure electronic or online/cloud based system for electronic records is not 

accessible to anyone else, including administrative staff, the ETI and members of the BoG. 

The ETI will seek assurance that child protection records are held securely and in a 

confidential manner. 

 

5.2 Physical or electronic Child Protection Records must not be removed from the school 

premises, except when taken to a case planning meeting in respect of the child, or on foot of a 

court order. If information needs to be taken out of the school, it must be transported 

securely and a record should be kept of when it was removed, by whom, for what purpose, 

and when it was returned. Any computing devices or data storage (including laptops, tablets, 

USB drives etc.) used to transport electronic Child Protection Records in the circumstances 

referred to above should be encrypted and password protected. 

 

 

 

 

 

6.1 In accordance with the DPA 2018 and GDPR, each school is a data controller in respect of 

the personal data it processes and is therefore responsible for its compliance with the 

legislation.   

 

Sharing Information (Within the School and With Others) 

 

6.2 Undoubtedly, schools will face situations where in their judgement it is necessary, in the 

best interests of a child or young person, and to allow them to carry out their safeguarding role, 

to share child protection information relating to pupil(s), to both specific colleagues within a 

school, such as the DT/DDT and Principal and with relevant agencies outside a school, such 

as the EA’s CPSS, Social Services, a Guardian ad litem or the PSNI.   

 

Section 5: Storage of Child Protection Information 

Section 6: Access to Records and Sharing of Information 
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6.3 While it is preferable to do so with the consent of a pupil, the circumstances pertaining on a 

case by case basis, may not always make this possible or appropriate. When a school cannot 

be reasonably expected to gain consent from an individual, or if to do so could place a child at 

risk, the DPA includes ‘safeguarding of children and individuals at risk’ as a condition that 

allows schools to share information without consent.    

 

6.4 Child Protection information is confidential and often highly sensitive and decisions to 

share, or not to share, must always be made in the interest of protecting the child if at risk of 

significant harm. All staff should understand the importance of maintaining confidentiality and 

the consequences of any breach. 

 

6.5 Relevant personal information, including Special Category personal data (sensitive and 

personal) can be shared lawfully if it is to keep a child or individual at risk safe from neglect or 

physical, emotional or mental harm, or if it is protecting their physical, mental or emotional 

wellbeing. 

 

6.6 ICO guidance advises that in an urgent or emergency situation personal data that is 

necessary and proportionate can be shared with relevant school staff and outside agencies as 

appropriate. This will depend on both individual circumstances in each case, the agreed 

protocols and procedures in place and any statutory duty to do so, both within schools and with 

relevant outside agencies.  

 

6.7 However, information sharing is essential for effective safeguarding and promoting the 

welfare of children and young people and the extent of the sharing will be a judgement for 

schools to make. Any undue delays to share relevant information must be avoided in the 

interests of the individual. 

 

6.8 Where it is decided to share personal data within and/or with outside agencies, it must be 

done so for the purpose for which you are sharing it, in line with data protection principles: 

necessary; proportionate; relevant; adequate; accurate; timely and secure.   

 

6.9 In the interests of accountability and transparency, schools should keep a record of the 

decision(s) taken and the reasons for it – whether to share information or not.  If you decide to 

share, then record what you have shared, with whom and for what purpose. 

 

6.10 While the DPA allows personal data sharing in the circumstances described above, other 

arrangements to share personal data may require both a Data Protection Impact Assessment 

(DPIA) to be conducted and a Data Sharing Agreement (DSA) to be in place in advance of the 

sharing taking place.  Guidance on when a DPIA and DSA are required can be found on the 

ICO website: https://ico.org.uk/ 

https://ico.org.uk/
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6.11 Child protection records created and held by schools should be done so in line with data 

protection principles: necessary; proportionate; relevant; adequate; accurate; timely and 

secure.   

 

6.12 Access to child protection records should be strictly on a need-to-know basis, and a 

record should be kept to identify who has requested access, when and for what purpose. 

 

 

 

Transfer of Records 

 

7.1 Under the Education (Pupil Records and Reporting) (Transitional) Regulations (NI) 2007, 

BoG are required to make arrangements to transfer a formal record of a pupil’s academic 

achievements, other skills and abilities and progress within 15 school days of a pupil 

transferring schools. The requirement does not include the transfer of child protection records. 

However, where there have been, or are current, concerns about a pupil the school should 

consider what information should be shared with the new school.   

 

7.2 Past safeguarding concerns and the response to these can be significant, should concerns 

arise for the child at a later time.  The third data protection principle is key in relation to 

deciding whether to transfer past concerns. If the information, current or historical, is deemed 

to be relevant then it should be shared. 

 

7.3 The DT is responsible for ensuring that copies of relevant child protection records are 

transferred to the DT of the receiving school in the most secure and appropriate manner to 

minimise the risk of any data breach. As per para. 2.4, it should also be noted that when 

schools are transferring child protection records electronically, for example to a receiving 

school, it should be done so securely using C2K email addresses and with access restricted.  

The data controller, i.e. the school from which the records are being transferred, is accountable 

for any data breach during the transfer. Once the receiving school acknowledges receipt of the 

record they are then responsible for it.    

 

7.4 When a child on whom the school holds safeguarding or child protection information leaves 

the school, and the school is unaware of the new school, they must notify the Education 

Welfare Service (EWS) at the EA who will then attempt to locate the child. Social Services 

must be informed immediately if the child has a Child Protection Plan or is a Looked After 

Child.  The school must retain the child’s child protection records and forward the relevant 

information to the receiving school when the child has been traced.  

 

Section 7: Transfer of Child Protection Records 



 

13 

 

7.5 When a child whose name is on the Child Protection Register changes school, the school 

which the child is leaving should inform the receiving school immediately that his/her name is 

on the Child Protection Register and pass on contact details for the social worker.  The school 

should then destroy all child protection records on the child supplied by Social Services, 

including records of case conferences, and should inform the child’s Case Co-ordinator in 

Social Services. The remaining child protection record should be copied, as relevant, to the 

new school.  When considering what information is relevant advice can be sought from the 

CPSS. The school to which the child is transferring should contact the child’s social worker for 

relevant information. The leaving school can retain original copies of their own documents. 

 

7.6 It is good practice for the DT from the school the child is leaving to discuss concerns 

directly with the DT from the receiving school in advance of sending the child protection record. 

 

 

 

 

Closure 

 

8.1 When a pupil leaves the school or child protection concerns cease to be current or 

ongoing, and records cease to be of active use other than for reference purposes, the child’s 

individual Child Protection File should be closed.  The DT should consult the School’s Disposal 

of Records Schedule, review the file and mark the front cover of the file indicating the date on 

which the file can be destroyed, for example, 30 years from the pupil’s date of birth. Closing a 

file simply means that no further papers can be added.  If new concerns arise a new file can be 

opened and cross-referenced with the previous file. 

 

Retention of Child Protection Records 

 

8.2 In order to determine how long child protection records should be kept, there are a number 

of guiding principles. The GDPR principles require that personal information should be: 

 

 collected for specified, explicit and legitimate purpose; 

 adequate, relevant and limited to what is necessary; and 

 accurate and, where necessary, kept up to date. 

 

8.3 As a data controller, the school has responsibility to ensure that data protection legislation 

is complied with.   

 

Section 8: Closure, Retention and Disposal of Child Protection Records 
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8.4 Every school must have a Record Retention and Destruction Policy and a Disposal of 

Records Schedule. Some key questions to be considered in developing a policy for child 

protection records are set out at Annex F. 

 

8.5 The potential for historical allegations to be made should also be considered in determining 

retention periods for child protection records. 

 

Retention Periods for Child Protection Records 

 

8.6 It is recommended that, in general, child protection records should be retained by the 

school for the following periods: 

 

Record4 Retention Period 

Pupil Child Protection Case Files D.O.B + 30 years 

The school’s confidential Record of 

Child Abuse Complaints 

Indefinitely* 

 

If Social Services inform the school that 

a child’s name has been placed on the 

Child Protection Register 

Maintain a record of this fact and associated documentation 

from Social Services on the child’s file while he/she continues 

to attend. On transfer, the school should inform the new school 

and destroy all social services records. The record on the Child 

Protection File will remain until D.O.B + 30 years 

 

If Social Services inform the school that 

a child’s name is removed from the 

Child Protection Register  

On transfer to a new school, the school should destroy any 

child protection records on the child supplied by Social 

Services, including records of case conferences. 

The record on the Child Protection File will remain until D.O.B 

+ 30 years 

 

Complaint against a member of staff 

Staff members file5 

Child’s Child Protection File 

Record of Child Abuse Complaints 

 

Indefinitely* unless totally exonerated (see para. 4.21) 

D.O.B + 30 years 

Indefinitely* 

                                                 
4 Please note that this refers to electronic child protection records as well, held for example within software packages such 
as MyConcern and CPOMS. 
5 The Department of Education Disposal Schedule recommends that a staff file is retained for 7 years after leaving employment.  In 
the case of child protection concerns the file should be retained for the time periods specified in the school Child Protection Records 
Retention and Destruction Policy. 
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Complaint to be pursued under the  

school’s disciplinary procedures 

 

 

Staff members file 

Child’s Child Protection File 

Record of Child Abuse Complaints 

7 years 

D.O.B + 30 years  

Indefinitely* 

 

* As a general guide ‘indefinitely’ should be a minimum of 40 years. 

Disposal 

8.7 At the end of the agreed retention period, records should be securely disposed of, for 

example in the case of physical copies, incinerated or shredded in the presence of a member 

of the school, or entrusted to a firm specialising in the destruction of confidential material. 

Information held electronically, either within private folders on the C2k system or held on an 

online/cloud based system, should also be deleted within the timescales set. Following 

deletion the electronic records will be held securely on the C2K centralised backup for a period 

of time but in due course will be overwritten and the documents removed.  No evidence will 

remain on the C2k system. 

8.8 The National Archives has issued guidance based on the Independent Inquiry into Child 

Sexual Abuse stressing that any information which may be required by the Inquiry should not 

be destroyed.  This principle should be applied in all cases and careful review should be 

carried out before destruction of documents. 

 

https://www.iicsa.org.uk/news/chair-of-the-inquiry-issues-guidance-on-destruction-of-

documents 

  

 

 

 

9.1 Where a school is closing and the site is being sold or reassigned for other use, the 

Employing Authority should take responsibility for the records from the date of the school 

closure.  In such cases the school should contact the Information Manager in the Employing 

Authority regarding secure transfer of the records. Hand delivery or collection of documents is 

preferable but where documents are to be posted these must be double-enveloped, marked on 

the inner envelope as ‘sensitive personal data’ and sent by registered post.  

 

9.2 When a school is preparing to close, the DT should identify pupils with a child protection 

record.  Every effort must be made to establish the pupil’s new school and the processes in 

Section 9: School Closures and Amalgamations 

https://www.iicsa.org.uk/news/chair-of-the-inquiry-issues-guidance-on-destruction-of-documents
https://www.iicsa.org.uk/news/chair-of-the-inquiry-issues-guidance-on-destruction-of-documents
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Section 7 followed.  After the transfer of relevant information has taken place, the child’s file 

should be forwarded to the Employing Authority for retention until the child reaches the age of 

D.O.B + 30 years.  Child protection records of pupils who have already left the school which 

are still within the retention period should also be transferred, securely as above, to the 

Employing Authority for retention and destruction at the appropriate time. 

  

9.3 If a number of schools have merged onto one site and then function as one school, it is 

sensible to retain all records relating to the schools on the one site.  These records should be 

kept in the confidential locked filing cabinet, accessible only by the DT and the Principal. 
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ANNEX A 

 

LEGISLATIVE CONTEXT 

 

This circular has been guided by the United Nations Convention on the Rights of 

the Child (UNCRC) and takes account of the principles and requirements of the 

following legislation and guidance: 

 

Primary Legislation 

 

 Public Records Act (NI) 1923 

 Disposal of Documents (NI) Order 167, 1925 

 The Limitation (NI) Order 1989 

 Children (NI) Order 1995 

 Data Protection Act 1998 

 Human Rights Act 1998 

 Freedom of Information Act 2000 

 Education and Libraries (NI) Order 1986 

 Education and Libraries (NI) Order 2003 

 The Education (NI) Order 2006  

 Data Protection Act 2018 

 

Subordinate Legislation 

 

The Education (Pupil Records and Reporting) (Transitional) Regulations (NI) 

2007 

http://www.legislation.gov.uk/nisr/2007/43/contents/made 

 

The Education (Pupil Reporting) Regulations (Northern Ireland) 2009  

http://www.legislation.gov.uk/nisr/2009/231/pdfs/nisr_20090231_en.pdf 

 

The Data Protection (Subject Access Modification) (Health Order) 2000 

http://www.legislation.gov.uk/uksi/2000/413/contents/made 

  

http://www.legislation.gov.uk/nisr/2007/43/contents/made
http://www.legislation.gov.uk/nisr/2009/231/pdfs/nisr_20090231_en.pdf
http://www.legislation.gov.uk/uksi/2000/413/contents/made
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ANNEX B 

GUIDANCE 

 

Co-operating to Safeguard Children and Young People in Northern Ireland 

(August 2017)  

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-

young-people-northern-ireland  

 

DE: Schools Model Disposal of Records Schedule  

https://www.education-ni.gov.uk/articles/disposal-school-records 

 

Accessing Pupils’ Information (Information Commissioner’s Office) 

https://ico.org.uk/for-the-public/schools/pupils-info/ 

 

UNOCINI  

https://www.health-ni.gov.uk/publications/understanding-needs-children-northern-

ireland-unocini-guidance 

 

CPSS School Governors Handbook (issued by Child Protection Support Service) 

https://www.education-ni.gov.uk/publications/child-protection-support-service-

school-governors-handbook 

 

DE Circular 2003/13: Welfare and Protection of Pupils 

https://www.education-ni.gov.uk/publications/circular-200313-welfare-and-

protection-pupils-education-and-libraries-ni-order-2003 

 

DE Circular 2015/13: Dealing with allegations of abuse against a member of staff  

https://www.education-ni.gov.uk/publications/circular-201513-dealing-allegations-

abuse-against-member-staff 

 

DE Circular 2017/04: Safeguarding and Child Protection in Schools – A Guide for 

Schools 

https://www.education-ni.gov.uk/publications/circular-201704-safeguarding-and-

child-protection-schools-guide-schools  

Education Authority website:  

http://www.eani.org.uk/# 

Safeguarding Board for Northern Ireland (SBNI) Procedures Manual 

https://www.proceduresonline.com/sbni/  

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
https://www.education-ni.gov.uk/articles/disposal-school-records
https://ico.org.uk/for-the-public/schools/pupils-info/
https://www.health-ni.gov.uk/publications/understanding-needs-children-northern-ireland-unocini-guidance
https://www.health-ni.gov.uk/publications/understanding-needs-children-northern-ireland-unocini-guidance
https://www.education-ni.gov.uk/publications/child-protection-support-service-school-governors-handbook
https://www.education-ni.gov.uk/publications/child-protection-support-service-school-governors-handbook
https://www.education-ni.gov.uk/publications/circular-200313-welfare-and-protection-pupils-education-and-libraries-ni-order-2003
https://www.education-ni.gov.uk/publications/circular-200313-welfare-and-protection-pupils-education-and-libraries-ni-order-2003
https://www.education-ni.gov.uk/publications/circular-201513-dealing-allegations-abuse-against-member-staff
https://www.education-ni.gov.uk/publications/circular-201513-dealing-allegations-abuse-against-member-staff
https://www.education-ni.gov.uk/publications/circular-201704-safeguarding-and-child-protection-schools-guide-schools
https://www.education-ni.gov.uk/publications/circular-201704-safeguarding-and-child-protection-schools-guide-schools
http://www.eani.org.uk/
https://www.proceduresonline.com/sbni/
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General Records Management Guidance: 

Lord Chancellor’s Code of Practice on Management of Records (Section 46 FOI 

Act) 

http://www.proni.gov.uk/lord_chancellor_s_code_of_practice_-_section_46.pdf 

https://www.nidirect.gov.uk/publications/lord-chancellors-code-practice-

management-records-issued-under-s46-freedom-information 

Information Commissioner’s Office - Data Protection  

https://ico.org.uk/for-organisations/guide-to-data-protection/  

Information Commissioner’s Office – Freedom of Information (FOI) Act - Section 

46 Code of Practice – Records Management 

https://ico.org.uk/media/for-organisations/documents/1624142/section-46-code-

of-practice-records-management-foia-and-eir.pdf 

Information Commissioner’s Office – Subject Access Code of Practice 

https://ico.org.uk/media/for-organisations/documents/2259722/subject-access-

code-of-practice.pdf 

 

  

  

http://www.proni.gov.uk/lord_chancellor_s_code_of_practice_-_section_46.pdf
https://www.nidirect.gov.uk/publications/lord-chancellors-code-practice-management-records-issued-under-s46-freedom-information
https://www.nidirect.gov.uk/publications/lord-chancellors-code-practice-management-records-issued-under-s46-freedom-information
https://ico.org.uk/for-organisations/guide-to-data-protection/
https://ico.org.uk/media/for-organisations/documents/1624142/section-46-code-of-practice-records-management-foia-and-eir.pdf
https://ico.org.uk/media/for-organisations/documents/1624142/section-46-code-of-practice-records-management-foia-and-eir.pdf
https://ico.org.uk/media/for-organisations/documents/2259722/subject-access-code-of-practice.pdf
https://ico.org.uk/media/for-organisations/documents/2259722/subject-access-code-of-practice.pdf
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ANNEX C 

Definitions 

 

Who is ‘a child’? 

 

For the purposes of this guidance, the term ‘child’ has the same meaning as in 

the Children (NI) Order 1995, i.e. a person under the age of 18.  In the case of a 

pupil with special educational needs the term ‘child’ should be interpreted as 

including any person who has not attained the age of 19 and is a registered pupil 

at the school. A person who attains age 19 during a school year shall be deemed 

not to have attained that age.   

 

What is child protection? 

 

‘Child protection’ refers specifically to the activity that is undertaken to protect 

individual children or young people who are suffering, or are likely to suffer harm. 

A child in need of protection is a child who is at risk of, or likely to suffer, 

significant harm which can be attributed to a person or persons or organisation, 

either by an act of commission or omission; or a child who has suffered or is 

suffering significant harm as defined in Article 50 of the Children (NI) Order 1995.   

 

What is significant harm? 

 

The Children Order defines ‘harm’ as ill-treatment or the impairment of health or 

development. The Order states that ‘ill-treatment’ includes sexual abuse and 

forms of ill-treatment which are physical and forms of ill-treatment which are not 

physical; ‘health’ means physical and / or mental health; and ‘development’ 

means physical, intellectual, emotional, social or behavioral development.  

 

There is no absolute definition of ‘significant harm’, as this will be assessed on 

a case by case basis. Article 50(3) of the Children Order states that “where the 

question of whether harm suffered by a child is significant turns on the child's 

health or development, his health or development shall be compared with that 

which could reasonably be expected of a similar child”. 

 

Who is a Guardian ad litem? 

 

A Guardian ad litem is an independent Officer of the Court appointed under the 

Children Order to safeguard the interests of a child for the purpose of any 

specified proceedings.     
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Further information, including types of abuse, is available in the DOH Co-

operating to Safeguard Children and Young People (August 2017) at:    

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-

young-people-northern-ireland 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
https://www.health-ni.gov.uk/publications/co-operating-safeguard-children-and-young-people-northern-ireland
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ANNEX D 

 
PROFORMA 

CONFIDENTIAL   
 

NOTE OF CONCERN 
 

CHILD PROTECTION RECORD - REPORTS TO DESIGNATED TEACHER 
 

Name of Pupil: 

Year Group: 

Date, time of incident / disclosure: 
 
 
 

Circumstances of incident / disclosure:  
 
 
 
 
 
 

Nature and description of concern: 
 

 
 

Parties involved, including any witnesses to an event and what was said or done 
and by whom: 
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Name of staff member making the report:  ______________________________ 

 
 

Action taken at the time: 
 
 
 
 
 
 
 

Details of any advice sought, from whom and when: 
 
 
 
 
 
 

Any further action taken: 
 
 
 
 
 
 

Written report passed to Designated Teacher:  Yes:  No:   
If ‘No’ state reason: 
  
   
        
 

Date and time of report to the Designated Teacher: 
 
 
  

Written note from staff member placed on pupil’s Child Protection file   
If ‘No’ state reason: 
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Signature of Staff Member:  __________________________ Date:  __________ 

 

Signature of Designated Teacher:  ____________________ Date:  __________          
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ANNEX E 

Template for Designated Teachers Annual Child Protection Report to Governors 

 
 

NAME OF SCHOOL 
 

DESIGNATED TEACHER’S ANNUAL REPORT TO BOARD OF GOVERNORS ON CHILD 
PROTECTION/SAFEGUARDING ARRANGEMENTS  

 
YEAR ENDED _________________ 

 
SCHOOL SAFEGUARDING TEAM 
 

Chair of Board of Governors:  

Designated Governor for Child Protection:  

Principal:  

Designated Teacher:  

Deputy Designated Teacher(s):  

 
THEME 1:  CHILD PROTECTION/SAFEGUARDING ACTIVITY  
 
1 Concerns of Abuse 
 

Include here a general statement about the types of child protection/safeguarding concerns 
which have arisen during the year e.g. actual/suspected neglect, emotional harm, physical 
harm, sexual abuse, self-harm/suicidal thoughts, domestic abuse, on-line safety, indecent 
images etc. No identifying information should be provided.  
 
This has been an exceptional year in education and you may want to include here how 
safeguarding was managed during Covid19, for example, updating of school websites, direct 
contact with children.  
 
Depending on the Location, Size of School and Level of Activity you may not require all of 
the following suggested headings 
 
1.1  Number Of Enquiries To Education Authority CPSS:  
 

1.2   Number Of Referrals To Social Services: 
 

1.3  Number of Child Protection Complaints Against Staff: 
 

1.4  Number Of Children On Child Protection Register: 
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1.5  Number Of Looked After Children (Children In Care): 
 

1.6  Number Of Children With Social Services  Involvement For Family Support  
(Not On Child Protection Register) 

 
1.7  Number Of Multi-Agency Meetings Attended 
 

 Case Planning Meetings (Initial and Review family support planning 
meetings); 

 Child Protection Case Conferences (Initial & Review) and core group 
meetings; 

 LAC reviews  

 Other  
 
2 Training Attended/Provided  

 

 Designated/Deputy Designated Teacher e.g. 2 day Introductory Training Course; 1 
day Refresher Course; Cluster Group Training e.g. Case Conferences, Domestic 
Violence ; UNOCINI; Case Management Review Workshops; ‘Safety in Partnership’ 
Awareness Sessions etc.  

 

 Principal e.g. 1 day Safeguarding Training, UNOCINI etc. 

 Designated Governor for Child Protection – Strands 1, 2 & 3.  
 

 Governors e.g. strand 1 training for new Governors, strand 3 training (Recruitment & 
selection) or other refresher training. 

 

 Whole School  

 Any outstanding training needs as a result of Covid 19  
 
3 Child Protection/Safeguarding Policy Reviews 

 
Child Protection, digital images, mobile phone, intimate care, discipline, positive 
behaviour, pastoral care, etc.  Dates reviewed and amended included.   
 
Any differentiated policy you wish to mention relating specifically to Covid 19. 
 
4 The Preventative Curriculum 
 
Refer to the Preventative Curriculum and work completed or planned regarding 
safeguarding,  e.g. CCEA’s PDMU material, input from external agencies such as PSNI 
Community Safety Officers, Women’s Aid, Nexus, NSPCC Childline Schools Service, Health 
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Social Guardian Training (Helping Hands training) Promotion Agency, use of Circle Time, 
anti-bullying  
 
Schools may wish to put in here any work they are doing or planning to do to help 
reintegrate children following the changes resulting from COVID 19. 
 
5 Any Other Issues 
 
This could include reference to any resource or workload issues on the safeguarding team, 
support systems for DT, any vetting issues re: volunteers etc. 
 

Signed: Designated Teacher 

Signed: Principal 

Date: 
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ANNEX F 

 
Key questions to consider in developing a retention and storage policy for 
child protection records 
 
As the Data Controller, the school is responsible for the retention and destruction 

of its records. Every school must have a Record Retention and Destruction Policy 

and a Disposal of Records Schedule.  The policy in respect of child protection 

records should clearly indicate: 

 

- What records will be held and for what purpose? 

- How long should we retain records? 

- Do any statutory requirements apply to our records in terms of retention?  

- What is the purpose and format of retained records? 

- How will records be stored, with particular emphasis on security? 

- How will records be accessed, who has responsibility for controlling 

access and levels of access?  

- What arrangements will we need to review the records?  

- What arrangements are in place for the destruction of records on a timely 

basis? 

 

A model policy on general record keeping and disposal is available on the 

Department website at:  

https://www.education-ni.gov.uk/articles/disposal-school-records 
 
The legislation and guidance which affect the issues addressed by this circular 
are listed at Annexes A and B. 
 

https://www.education-ni.gov.uk/articles/disposal-school-records

